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Abstract— Along with the growing number of smartphone users, applications on mobile devices have progressed rapidly. The financial 

sector is one of the sectors affected by these technological advances. Digital payment is part of a financial application that is commonly 

used by the public. Coupled with the Covid-19 pandemic, transaction payment methods using mobile payment (e-wallet) platforms have 

also increased. In practice, e-wallets require users' personal information. This research aims to investigate factors that affect the 

intention of users to share their personal information on e-wallet platforms. This study tested six factors: personalized service, 

convenience, privacy settings control, familiarity, perceived benefit, and perceived privacy. These factors formed the basis of a research 

model and the proposed set of hypotheses. The data was collected through an online survey, and several 255 respondents provided valid 

responses. Using structural equation modeling, the SmartPLS application was used as a tool to process and analyze the survey data. 

The results of this study indicate that all hypotheses are accepted. This means perceived benefits and privacy from the user's side 

positively influence users' intentions to disclose their personal information regarding the use of e-wallet applications. Moreover, 

perceived benefit is impacted by personalized service and convenience factors. Meanwhile, perceived privacy is impacted by privacy 

settings control and familiarity factors. The findings and analyses are expected to allow fintech researchers to use prior work with 

adequate clarity, leading to improved rigid hypotheses in the future. 
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I. INTRODUCTION

A mobile application is software installed and runs on a 
mobile device or smartphone. Advances in these applications 
obtained a rapidly increasing number of users with mobile 
devices or smartphones [1]. These advances also had a direct 
impact on the financial sector, such as the provision of 
services through mobile applications and a combination of 
"Finance" and "Technology" known as Fintech [2]. 
Furthermore, the rapid development of this fintech in 
Indonesia led to the digital payment of its growing sectors [3], 
[4]. Digital or mobile payments through a mobile application 
are viable to the convenience offered [5]. The widespread use 
of fintech has shifted how financial transactions are carried 
out. The Covid-19 pandemic increased the number of 
payment transactions carried out using mobile applications, 
reducing the spread of the virus compared to cash payments. 
People saving money with an e-wallet in mobile payment 
applications also increased [6].  

Moreover, the Indonesian government launched the 
National Non-Cash Movement (GNNT) program through 
Indonesian banks in 2014 to obtain a Less Cash Society for 
the people [7]. Ae-wallet requires user's personal information 
such as profile data, credit card information, shopping 
preferences, phone numbers, and history [8]. Therefore, users 
indirectly publish personal information on application 
providers, which may lead to the mismanagement of data or 
data leakage by the providers [9]. In 2019, about 22% of 
digital payment platforms in Indonesia dealt with system 
failures and cyberattacks [10]. 

Several previous studies have discovered a strong 
relationship between privacy concerns and the disclosure of 
personal information [11], [12]. Additionally, privacy 
concern often arises when it comes to the collection and use 
of personally identifiable information [13]. According to 
another study, some individuals perceive the collection, use, 
and sharing of personal information as a major threat to 
Internet users, and it influences protective behaviors toward 
privacy [14]. Meanwhile, in the case of e-commerce, online 
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privacy concerns can trigger defensive behavior in customers, 
such as hiding personal information and falsifying personal 
information [15].  

Furthermore, different research explained that experienced 
users' intentions to use mobile wallet services are positively 
influenced by perceived security and relative advantages [16]. 
While security awareness has become an essential element for 
treating online users' concerns [17], it has been discovered 
that users will continue to use mobile payments based on 
cognitive perceptions of perceived security and trust in mobile 
payments [18]. Another study supported that data security is 
the greatest impediment to adopting fintech innovations 
because it has a substantial influence on trust [2], [19], [20], 
and due to the large number of emerging technologies related 
to Fintech platforms, it is difficult to perceive all of the 
potential cyber risks [21]. 

Based on the issue of the rapid growth of fintech and 
numerous factors that may impact information disclosure, 
various e-wallet service providers should prioritize the 
security of user data, in addition to understanding user 
behavior and their willingness to disclose personal 
information online. As a result, this study was conducted to 
investigate factors that affect the intention to disclose personal 
information on online fintech platforms, especially e-wallets. 
Besides that, this study examined two factors, namely 
perceived privacy, and benefit. It also specifically addressed 
two questions (RQ) as follows: 

 RQ1. What privacy dimensions affect the disclosure of 
user's personal information? 

 RQ2. What benefits are expected to encourage the 
disclosure of user's personal information? 

To answer these two questions, a research model on user's 
intentions to disclose personal information during the use of 
e-wallet applications was developed based on theories from 
existing studies. This study was the first of its kind in 
Indonesia. The remainder of this paper is coordinated into 
four chapters. Following the Introduction, the second chapter 
explains about the materials and method used to employ this 
study, the third chapter presents the results and discussion, 
and the last chapter provides the conclusion of this research. 

II. MATERIALS AND METHOD 

A. Research Model and Hypotheses Development 
The research model for disclosing personal information 

was developed with the following six hypotheses. A 
personalized service is a form of service customized for users 
based on personal information. Regarding mobile banking 
services, personalized services facilitate financial transactions 
more quickly and easily. They can also help users interact 
with the services more effectively and efficiently, increasing 
their satisfaction level [22]. Here, users are accustomed to 
exchanging personal information to obtain special services 
from service providers. 

These services may include special discounts or product 
recommendations. Users benefit from having 
recommendations that are reasonable and appropriate for their 
needs, which makes it easier for them to select the proper 
products. They spend less time searching as a result, and they 
value these advantages[23]. From the special services 
obtained, users understand the benefits of sharing personal 

information on their applications [24]. Moreover, 
personalization is seen as a general benefit and situational 
incentive for influencing customers' perceptions of data 
disclosure [25]. This forms the basis of the hypothesis below: 

1) H1: Personalized service positively influences the 
user's perceived benefits, provided personal information is 
disclosed. According to one study, convenience encourages 
users to disclose their information [26], [27]. It was said that 
mobile payments are both safer and more convenient than 
cash transactions. People can pay their bills whenever and 
wherever they choose thanks to online payment over the 
internet [28]. Additionally, despite being aware of the 
important privacy concerns, people continue to provide their 
personal data in order to access some convenient utilities [29]. 
Those lead to the formation of the following hypothesis: 

2) H2: Convenience positively influences the user's 
perceived benefits, provided that personal information is 
disclosed. The effectiveness of user privacy settings or control 
has a positive psychological effect on information disclosure. 
One of these controls is the power to decide how to use and 
restrict some personal information. Users have control over 
the data submitted into the system and retrieved from it [30]. 
In another study, privacy control refers to the user's ability to 
independently select which personal information can be 
collected and used by the e-wallet application [31]. Through 
the platform's privacy practices, a user can learn how it 
manages personal information and ensures data security. 
Additionally, privacy control is often regarded as a vital 
variable in relation to attitude when people are making trade-
off decisions, and as a result, it has been incorporated into 
models related to privacy [32]. The impact of privacy controls 
was that users were less worried about data access and 
unauthorized data use. Users may also have a low level of 
control over personal information while using mobile 
payment applications that do not have privacy settings. 
Moreover, a prior study also found that better transparency 
regarding the sorts of data requested, and the purpose of their 
use could eventually affect the individual's concern and 
disclosure attitude [33]. Thus, another study hypothesis is 
formed as follows: 

3) H3: Privacy setting controls positively influence the 
perceived privacy of users, provided that personal information 
is disclosed. Familiarity with the application will determine 
the level at which the e-wallet application is widely adopted 
and recognized. A study by Wirani [34] explained that 
customers' propensity to use Fintech services in Indonesia is 
influenced by the reliability of service providers with a 
precise and reputable reputation. It was also found that 
familiarity has a negative effect related to user privacy 
concerns [9]. In this e-wallet case study, an individual 
develops familiarity with an application that has been used or 
seen previously. However, the reverse occurs for an 
application that has not been used. This foundation forms the 
basis of the following hypothesis: 

4) H4: Familiarity with the application positively 
influences the user's perceived privacy, provided that personal 
information is disclosed. Perceived benefit refers to the user's 
awareness of the benefits that can be obtained upon disclosing 
personal information [35], [36]. One of the main functions of 
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e-wallet applications is to provide payment services [37]. 
When using the application, users are prompted to provide 
relevant data, including location data, personal profiles, and 
purchasing preferences. While the perceived benefits of 
granting access to personal data tend to outweigh privacy 
worries and the costs associated with privacy protection [38], 
it allows users to obtain personal and useful financial services. 
These facilities or perceived benefits are an added value for 
users that disclose personal information on the application 
[31]. Therefore, this study designed the following hypothesis: 

5) H5: Perceived benefits positively influence users' 
intention to disclose personal information. Users concerned 
about their privacy, particularly when using online platforms, 
are less likely to share their personal information [11]. The 
negation of this forms the basis of the hypothesis below: 

6) H6: Perceived privacy positively influences the user's 
intention to disclose personal information. The six hypotheses 
listed above served as the foundation for the research model 
depicted in Figure 1. 

 
Fig. 1  User’s information disclosure intention model 

B. Data Collection and Analysis 
A web-based questionnaire was used to investigate the 

factors that influenced the disclosure of personal information 
on a mobile payment platform (e-wallet). The questionnaire 
consisted of four main sections. The first part obtained general 
information from respondents, such as age, gender, work type, 
and experience while using e-wallet applications. The second 
part required respondents' opinions about the applications' 
perceived benefits. The second part to the end of the 
questionnaire contained the measurement of the hypotheses. 

The third part includes questions regarding respondents' 
perceptions of data privacy using e-wallet applications. The 
fourth part was intended to assess the disclosure of user 
information to the applications. Each question contained 
various items measured on a five-point Likert scale from (1) 
“Strongly disagree” to (5) “Strongly agree”. 

This online survey was used as a data collection instrument 
for this investigation. It was distributed to target users of e-
wallet applications such as Gopay, OVO, Dana, ShopeePay, 
and LinkAja in Indonesia. These five applications were 

selected as reference platforms to test the proposed model due 
to their popularity among Indonesians. This data was obtained 
from market share surveys showing a dominating prominence 
when compared to other applications in Figure 2. 

 

 
Fig. 2  E-wallet Market Share in Indonesia [39] 

 

The questionnaire is built on the research model that was 
developed. Moreover, the data results obtained from the 
questionnaire distribution were used as input for testing the 
study framework. To maximize the number of responses, this 
study also used messenger applications to spread the 
questionnaire link. 

The sample for this study has been approved as comprising 
255 respondent data in total. Personalized service, 
convenience, control over privacy setting, familiarity, 
perceived benefits, perceived privacy, and intention to 
disclose personal information are among the variables that the 
research model (Figure 1) combined to identify factors 
affecting users’ intention to disclose their personal 
information while using an e-wallet application. 

Earlier validated scales were used to measure these factors. 
The personalized service measurement was derived from Xu 
et al. [40], while Al-Jabri et al. [26] adopted the convenience 
variable. The intention to share personal information was 
adapted from Wang et al. [24], while the privacy setting 
control variable was adapted from Yang et al. [31], familiarity 
from Wang et al. [41], perceived benefits from Lin et al. [42], 
and the perceived privacy was from Najjar et al. [43].  

Most of those measurement items were adopted and 
modified from previous relevant literature (see Table I), 
which are then used as input for the data analysis process. The 
PLS-SEM approach was used in this study to examine and 
validate the suggested research model.  

III. RESULTS AND DISCUSSION 
The questionnaire was distributed by sharing links online, 

and from the responses we received, Table II shows the 
demographic information about the respondents. During the 
data processing process, this research used the statistical 
software SmartPLS3. The approach steps that are applied 
when processing the data are divided into two; the first step 
involves evaluating the measurement model by assessing 
convergent validity, discriminant validity, and measuring 
reliability. The second step is to evaluate the structural 
equation model, examine the hypotheses made, and determine 
the relationship between each factor involved.  
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TABLE I 
FACTORS USED IN THE RESEARCH MODEL 

Measured Items Source 

Personalized Service 

The e-wallet application provides personalized offers tailored to the context of individual activity. 
The e-wallet application provides promotional information relevant to my personal preferences. 
The e-wallet application provides potential offers which I might like. 

[40] 

Convenience 

Making transactions on the e-wallet app allows me to save my time. 
Using the e-wallet application is a convenient way of saving my money to make transactions. 
I can use the e-wallet application to save money and carry out transactions anywhere. 

[26] 

Privacy setting control 

The personal information that will be collected by e-wallet application can be easily controlled. 
The personal information used by the e-wallet application can be effectively controlled. 
The personal information provided to the e-wallet application can be independently chosen. 

[31] 

Familiarity  

The e-wallet application used is quite popular. 
The e-wallet application used is widely recognized. 
The e-wallet application used has a good reputation. 

[41] 

Perceived Benefits 

Considering the effort expended, using an e-wallet, it is personally beneficial. 
The use of an e-wallet is personally valuable. 

[42] 

Perceived Privacy  

Personally certain about how my privacy is protected on the e-wallet application used. 
The personal information cannot be misused while using the app. 
Personally unbothered by the requirement of the e-wallet app to provide personal information. 

[43] 

Intention to Disclose Personal Information 

I am likely to disclose personal information on e-wallet applications. 
Willingness to disclose personal information on the e-wallet application is present. 
Personal information disclosure for e-wallet product and service is possible for me. 

[24] 

TABLE II 
RESPONDENT PROFILE 

Profile Item Frequency Percentage 

Gender 
 

Male 145 56.9% 
Female 110 43.1% 

Age 
 

20-24 years old 11 4.3% 
25-29 years old 51 20% 
30-34 years old 61 23.9% 
35-39 years old 18 7.1% 
≥ 40 years old 114 44.7% 

Educational background 
 

Senior High School  5 2% 
Bachelor's Degree (S1) 171 67.1% 
Master’s degree (S2) 79 31% 

Work 
 

Student 5 2% 
Government employees 78 30.5% 
Private employees 121 47.5% 
Entrepreneur 25 9.8% 
Housewife 11 4.3% 
Other 15 5.8% 

Monthly Income (in IDR) 
 

< 5,000,000 25 9.8% 
5,000,000-9,999,999 87 34.1% 
10,000,000-14,999,999 43 16.9% 
15,000,000-19,999,999 33 12.9% 
20,000,000-24,999,999 10 3.9% 
≥ 25,000,000 57 22.4% 

Application usage time 
 

0-1 years 17 6.7% 
2-3 years 118 46.3% 
4-5 years 76 29.8% 
> 5 years 44 17.3% 

Frequency of app use  
 

Every day 76 29.8% 
Every week (3-5 times per week) 111 43.5% 
Every month (3-5 times per month) 68 26.7% 
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Fig. 3  Result of PLS algorithm 

 

This study compiled a structural equation model (SEM), 
which was built on seven latent variables (PS / Personalized 
Service, CO / Convenience, SC / Privacy Setting Control, FA 
/ Familiarity, PB / Perceived Benefits, PC / Perceived Privacy, 
ID / Intention to Disclose Personal Information). Figure 3 
depicts the execution of the PLS algorithm. 

Testing the validity and reliability of the research 
instruments is done to evaluate the measurement model. If the 
convergent validity test and discriminant validity test 
requirements are satisfied, the model is said to be valid. The 
outcome of the convergent validity test is viewed as the 
loading factor value in factor analysis. 

The expected result while evaluating the convergent 
validity is more than 0.7. As a material for interpreting the 
model structure, this value is the minimum limit of the factor 
load value [44]. If the result of the factor load is greater, then 
the indicator is regarded as significant or has a significant 
value for the factor studied [45]. Table III demonstrates that 
the total factor loadings obtained match the convergent 
validity test condition because they are > 0.7. 

In addition, convergent validity can also be examined by 
looking at the average extract variance (AVE) of each 
construct or latent variable. The construct is said to be valid if 
it passes the AVE > 0.5 condition [44]. Each latent variable's 
AVE value is shown in Table III. All latent variables or 
constructs in this investigation exceeded the value of 0.5, 
indicating that they have high convergent validity. 

 

TABLE III 
MEASUREMENT MODEL EVALUATION 

Construct Indicators Loadings AVE 

Personalized Service 

PS1 0,884 

0,773 PS2 0,921 

PS3 0,831 

Convenience 

CO1 0,840 

0,721 CO2 0,871 

CO3 0,837 

Privacy Setting Control 

SC1 0,917 

0,839 SC2 0,929 

SC3 0,902 

Familiarity 

FA1 0,895 

0,831 FA2 0,906 

FA3 0,934 

Perceived Benefits 
PB1 0,928 

0,863 
PB2 0,930 

Perceived Privacy 

PC1 0,885 

0,672 PC2 0,833 

PC3 0,733 

Intention to Disclose 
Personal Information 

ID1 0,902 

0,859 ID2 0,954 

ID3 0,923 

 
The discriminant validity test evaluates the degree to which 

a construct differs from other constructs in the model. The 
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value used for comparison is the root of AVE. The research 
model has strong discriminant validity if the construct's AVE 
root is higher than its correlation value with other constructs. 
Table IV displays the result of the discriminant validity test. 

TABLE IV 
AVE ROOT AND CORRELATION VALUE BETWEEN VARIABLES 

 CO FA ID PB PC PS SC 

CO 0.849       

FA 0.438 0.912      

ID 0.303 0.210 0.927     

PB 0.739 0.434 0.235 0.929    

PC 0.239 0.215 0.447 0.168 0.820   

PS 0.539 0.276 0.342 0.494 0.322 0.879  

SC 0.287 0.255 0.300 0.181 0.602 0.436 0.916 

 
According to Table IV, the model has an adequate 

discriminant because each construct's AVE root has a value 
bigger than the correlation between that construct and the 
other constructs. In evaluating the measurement model, the 
next step needed is to test the reliability of the construct. The 
composite reliability test and Cronbach Alfa (α) are the 
reliability tests employed. The parameters commonly used in 
research are all composite reliability, and Cronbach Alpha 
values from each construct must be > 0.7 [44], [46]. Table V 
confirms that all the constructs used in the study can be 
accepted or have good reliability to be used as research. 

TABLE V 
RELIABILITY AND STRUCTURAL MODEL ANALYSIS 

Construct 
Composite 

Reliability 

Cronbach 

Alpha (α) 
R2 

Personalized 
Service 

0,911 0,853 - 

Convenience 0,886 0,807 - 
Privacy 
Setting 
Control 

0,940 0,904 - 

Familiarity 0,937 0,908 - 
Perceived 
Benefits 

0,926 0,841 0,559 

Perceived 
Privacy 

0,859 0,752 0,367 

Intention to 
Disclose 
Personal 
Information 

0,948 0,918 0,226 

 
The structural model will next be assessed by looking at the 

R-square value [44]. In Table V, the R-square column for the 
perceived benefits variable shows that as much as 55.9% of 
the variance proportion of the construct can be explained by 
the variables of personalized service and convenience. In 
comparison, the R-square value for the perceived privacy 
variable shows that as much as 36.7% of the variance 
proportion of the variable can be explained by the familiarity 
variable and the privacy control settings. 

The perceived benefits and perceived privacy variables 
account for 22.6 percent of the variance in the intention to 
disclose personal information variable, according to the R-
square column for this variable. Among the three endogenous 
variables in this research model, the PB variable can be 

explained more by the two exogenous variables when 
compared to the PC or ID variables. 

The influence of the relationship between exogenous latent 
variables and endogenous latent variables can also be seen 
from the path coefficient generated in SmartPLS. Table VI 
shows the total path coefficient values for each latent variable, 
while Table VII shows the summary results of the hypothesis 
testing of the research model. 

TABLE VI 
PATH COEFFICIENT FROM THE RESEARCH MODEL 

Latent 

Variable 

Relationship 

Path 

Coefficient 

Standard 

Deviation 

(STDEV) 

T Statistic 

(|O/STDEV|) 

PS  PB 0,134 0,035 3,814 

CO  PB 0,667 0,035 19,029 

SC  PC 0,586 0,036 16,172 

FA  PC 0,067 0,032 2,067 

PB  ID 0,165 0,052 3,187 

PC  ID 0,419 0,042 9,993 

 
Table VI shows that the latent variable PS has a positive 

relationship with the latent variable PB. This is demonstrated 
by the latent variable PS and PB's path coefficient value, 
which is 0.134 (path coefficient > 0), and the T-statistic value, 
which is 3.814. In testing this model, it can be said that the PS 
variable affects the PB variable because the minimal T-value 
typically employed for a significance level of 5% is 1.96 [44], 
indicating that when testing this model, it is reasonable to 
infer that the PS variable positively influences the PB 
variable. 

Meanwhile, with a path coefficient value of 0.667 and a T-
statistic of 19,029, which is higher than the value of 1.96 for 
a significance level of 5%, the relationship between the latent 
variables CO and PB, may be stated to influence PB. A 
positive path coefficient value means the relationship between 
the CO and PB is linear. 

The PC latent variable is positively impacted by the SC 
variable as well. SC demonstrates this to the PC path 
coefficient value, 0.586, and the T-statistic, 16,172. The path 
coefficient is positive, showing that the SC value is directly 
proportional to PC, and the t-statistic > 1.96 shows that the 
SC latent variable influences PC. 

The relationship between the latent variable FA and the 
latent variable PC has a path coefficient value of 0.067 with a 
t-statistic of 2.067, greater than the value of 1.96 for a 
significance level of 5%. Since the value of the FA variable is 
directly proportional to the value of the PC variable, it can be 
stated that FA impacts PC. 

For the relationship between the latent variable PB and ID, 
the path coefficient of 0.165 shows that the value of the latent 
variable PB is directly proportional to the latent variable ID. 
The latent variable PB also influences the ID variable, 
according to the t-statistic value of 3.187. Additionally, the 
latent variable PC influences the latent variable ID positively. 
This could be observed from SC to PC route coefficient, 
which has a t-statistic value of 9.993 and a value of 0.419. 
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Because the t-statistic is more than 1.96, it can be implied that 
the latent variable PC affects ID, and as long as the path 
coefficient is positive, it can be assumed that the PC value is 
directly proportional to ID. 

In order to test the prepared hypotheses, P-Value is used as 
a parameter in the research that develops a PLS-SEM 
structural model [44]. In this investigation, testing was done 
at a 5 percent significance level, where if the p-value> 0.05, 
then the proposed hypothesis was rejected. The results of 
hypotheses testing are described in Table VII and summarized 
in Figure 4. 

 

 
Fig. 4  Result of hypotheses testing 

 
The results of hypothesis H1 show a p-value < 0.001. 

Because the p-value < 0.05, the test results support the 
proposed hypothesis. This shows that personalized service is 
a significant variable in the benefits perceived by users. This 
hypothesis confirms other research, which stated that there is 
a tendency for users to share personal information when they 
get customization or special types of personal services from 
applications that users use or take advantage of [24]. 

In H2, the p-value displays a result less than 0.001, 
supporting the hypothesis for H2. This demonstrates that the 
benefits or advantages experienced by the user when using the 
e-wallet application are significantly influenced by their level 
of convenience utilizing the application. These findings are 
consistent with earlier research that support how consumer 
convenience affects their desire to provide personal 
information [26]–[29].  

Hypothesis H3 shows a p-value < 0.001, which confirms 
the hypothesis. This indicates that the control of privacy 
settings in using the e-wallet application significantly impacts 
the privacy users feel when using the application. According 
to the research that forms the basis for the research hypothesis 
in this study, users believe that their personal information 
cannot be misused since they have control over the personal 
information that the application would acquire[47]. 

The result of hypothesis H4 shows the value of p = 0.019. 
This finding of the H4 test can be interpreted as supporting 
the stated hypothesis because this p-value is below the 
threshold of 0.05. From the finding, it can be concluded that 
the familiarity variable significantly influences consumers' 
perceptions of privacy when using an e-wallet application. 
This evidence supports a recent study stating that familiarity 
variables significantly influence how users think about their 
privacy [9]. 

TABLE VII 
HYPOTHESES RESULTS 

Hypotheses P-value Results 

H1: Personalized Service  
Perceived benefits 

0.000* 
Significant, 

accepted 

H2: Convenience  Perceived 
benefits 

0.000* 
Significant, 

accepted 

H3: Privacy Control Settings  
Perceived privacy 

0.000* 
Significant, 

accepted 

H4: Familiarity  Perceived 
privacy 

0.019 
Significant, 

accepted 

H5: Perceived benefits  
Intention to Disclose Personal 
Information 

0.001 
Significant, 

accepted 

H6: Perceived privacy  
Intention to Disclose Personal 
Information 

0.000* 
Significant, 

accepted 

Note, *p value < 0.001. 

According to the findings of hypothesis H5, p = 0.001 was 
obtained. The p-value is still worth <0.05, so hypothesis H5 
is declared accepted. This indicates that the perceived benefit 
variable significantly affects the intention to share 
information by users of the e-wallet application. Therefore, if 
someone experiences the advantages of utilizing an e-wallet 
feature, it increases their motivation to share personal 
information since they believe there is more value to be 
gained from using the application. This finding is consistent 
with a study that forms the foundation for this hypothesis [31]. 
It is also similar to another previous research, which stated 
that perceived benefit is an essential factor influencing 
attitudes toward information technology [45]. 

Hypothesis H6 is supported by the findings, which have a 
p-value of less than 0.001. It reflects that the perceived 
privacy variable significantly influences users of the e-wallet 
application's intention to share personal information. This 
suggests that when someone is aware of the privacy practices 
available in the application, it increases their desire to disclose 
their information on the e-wallet application since they feel 
secure. This hypothesis is consistent with previous results by 
Gong et al. [8]. 

Based on the findings of this hypotheses test, it can be said 
that user's convenience, personalized service, familiarity, and 
control over privacy settings on the application can provide 
privacy and the benefits they feel and can increase their 
intentions to provide their personal information to the e-wallet 
applications. In the design of this study, one of the privacy 
variables that affect the user's intention to provide personal 
information is the privacy setting control. This indicates that 
if users are careful about their data privacy settings, they can 
prefer access restrictions and what types of information they 
share on e-wallet applications. Meanwhile, one benefit that 
affects the user's intention to provide personal information is 
the convenience dimension. A complete definition of 
convenience refers to the availability of applications to save 
time and practical access wherever and whenever the user 
requires the e-wallet application functions. 
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In designing this research, it was also found that two other 
variables influence the consumer's intention to disclose 
personal information, namely the familiarity variable and the 
personalized service variable. A possible explanation for the 
significance of the familiarity dimension to perceived privacy 
is that in Indonesia, the public's e-wallet applications are 
limited to a few applications. Applications that are common 
or the majority used by the public include OVO, Dana, 
GoPay, ShopeePay, and LinkAja. 

In the survey data collected, more than 62% of respondents 
became multiuser on the e-wallet above applications. In other 
words, they use more than one e-wallet app to fulfill their 
financial needs. Respondents rated these applications as 
having a high level of popularity, and respondents rated 
themselves as familiar with the applications they used. 

On the other hand, there is a need for personal data that is 
similar from one application to another, causing users to feel 
a significant similarity in data privacy from the applications 
used. So that users are not worried about privacy issues when 
using the application and can focus on using the application's 
main features, such as the e-wallet feature as a means of 
payment at various merchants. 

For the personalized service variable, a possible 
explanation for its significance to the perceived benefit 
variable is that users of the e-wallet application prioritize the 
functionality of the e-wallet application so that the provision 
of personal information gradually becomes a necessity that 
needs to be done to obtain other features or services that are 
still related to the main function of the application (i.e., as a 
means of payment or bank transfers). This can also occur due 
to significant visible differences, from application providers 
in sharing their services to users who have or have not shared 
their personal data. 

This study has several limitations; firstly, most of the 
survey responses came from respondents over 40 years and 
over. Most responders are also workers, including 
government and private sector workers. In addition, the 
highest frequency of respondents' monthly wage indicators is 
5-10 million rupiahs, and the next highest position is at> 25 
million rupiahs per month. It may also reflect disparities in the 
socioeconomic status of less diversified respondents because 
there are differences in the frequency of monthly wage ranges, 
which are less evenly distributed within range categories. 
These factors may impact the answers to the questions posed 
because user behavior and habits vary depending on their 
profile or background. 

IV. CONCLUSION 
This study aims to investigate the factors affecting a 

person's intention to disclose his personal information on an 
e-wallet platform. In this study, six variables were considered 
as factors. The six factors are personalized service, 
convenience, perceived benefits, privacy settings control, 
familiarity, and perceived privacy. Following compiling these 
variables into hypotheses, a research model is created. 

Survey-based data collection was aimed at e-wallet 
application users in Indonesia to test the research model. From 
the data analysis carried out, there are interesting findings: in 
terms of sharing personal data, there are factors that have a 
positive impact on the intention to disclose information 
related to the use of e-wallet applications, namely 

personalized service factor, convenience factor, familiarity 
factor, privacy setting control factor, perceived benefits 
factor, and perceived privacy from the user side. All factors 
in this research model significantly influence the intention of 
personal information disclosed by users. 

This research has implications that can also be used as input 
for e-wallet service providers. The results of data analysis 
confirm that users tend to share their personal information if 
the e-wallet application they use is perceived to have more 
value for them, namely in terms of convenience and personal 
service. In addition, the privacy assurance approach is an 
effective strategy for overcoming privacy problems and the 
problem of disclosing personal information from consumers 
using e-wallet applications. Consumers are less likely to 
experience privacy concerns and are more likely to disclose 
their personal information to apps when they are offered an 
approach to privacy features that can guarantee or make them 
feel confident that the apps can protect the privacy of their 
information. 

E-wallet service providers can strengthen the attributes of 
their applications, which positively impact or increase users' 
disposition to share their personal information. The perceived 
benefits can be supported by emphasizing the ease of use of 
the money storage feature and payment transactions that 
provide convenience when consumers use the e-wallet 
application. Meanwhile, in terms of privacy, service providers 
can establish clear procedures or standards regarding sharing 
users' personal data. This can serve as an overview for users 
regarding the limits on how much information they provide 
will be stored by the e-wallet service provider (application).  

The results of this research analysis also recommend 
service providers improve the features of the decision-making 
mechanism for users in using the application to determine 
whether users are willing to share or provide access to their 
personal information while using the application. To create a 
safe environment for using the service, maintain user trust, 
and confirm the existence of applicable laws relating to 
personal information stored electronically, e-wallet service 
providers can also develop data privacy policies, which can 
then be disseminated to the wider community. For further 
research, this research provides several suggestions for 
development. Firstly, in terms of data sampling, subsequent 
research can expand the sample by utilizing a more diverse 
sample of age, type of work, and income to see the accuracy 
and generalizability of the model with larger demography. In 
addition, future research can also investigate e-wallet 
consumers' habits in sharing personal information by 
considering the types or variations of information they share 
when using e-wallet applications. 
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